Instant Connect Meeting Links

In this lab, you will construct Instant Connect URLs for hosts and guests.

Instant Connect is a WebRTC based Webex product which can be used by customers to
integrate with their workflows. More information can be found

in https://instant.webex.com/. Using a simple REST API, you can easily generate Instant
Connect URLs for one or multiple hosts and guests. The API allows for a variety of
customizations via its request payload, including:

e A configurable meeting subject
¢ Not before and expiration times for the authorization JWT
¢ Automatic addition of Cisco devices to a meeting

o Parameters to set the number of hosts and guests up to a combined maximum of
25 (you can use the same API call to generate another 25 if necessary)

e An option to generate short URLs

¢ Various advanced encryption options

Activity Objective

In this exercise, you will create a Cisco Connect flow that is triggered via a request to a
webhook.

m Create a bot
m Use bot token to make API requests
m Create meeting links from API responses

m Create a Python script to automate this process

Task 1: Retrieve a Bot Token for Production Usage

First, you'll need to generate an access token which is required to make the API call to
retrieve the encrypted part of the URLs. For this lab, we will create a 100 year Bot token
for production use.

Activity Procedure

Complete these steps to retrieve your Webex developer sandbox API token:


https://instant.webex.com/

Step 1: For a production-level implementation, you should create a new Webex Bot, and
use the Bot’s access token (valid for 100 years). Navigate to the Cisco FedRAMP

New Bot page to create a bot. Login with your Cisco ID if prompted.
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Step 2: Choose a unique Bot username, like "VA-instant-connect-[your last
name]@webex.bot". Select an Icon, write a brief description for your bot, and
click Add Bot.


https://developer-usgov.webex.com/my-apps/new/bot
https://developer-usgov.webex.com/my-apps/new/bot
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Step 3: Copy the Bot access token once you've created your new bot.

webex for Developers Documentation Blog Support Resources v Q search

Congratulations! %
InstantConnect Bot is one step closer to
becoming a reality.

InstantConnect Bot

¢ Next Step: Use your Bot Access Token to set up your webhook and finish
building your bot.

Bot access token YzAyODIWMTYtNTEZzMIOONGQALWJIKYZAtYTizN Copy Token

Non-expiring (good for

100 years) access token © Tip: Save this token!

for your bot. Save this It won't be shown again (but you can regenerate a new one

token to set up your if needed)

Task 2: Retrieve a Bot Token for Production Usage



With your access token, you use the Instant Connect API to retrieve the encrypted
ciphers that you'll append to the base URLs for hosts and guests. In this section we'll
use Postman to walk you through an example REST call that generates ciphers for a
single host and a single participant using the minimum required request payload.

This lab uses the desktop version of Postman, but the web version works just as well.

Activity Procedure

Complete these steps to retrieve the encrypted ciphers using Postman:

Step 4: Open Postman and select New.

= Home Workspaces ¥  APINetwork v  Explore Q sea 1an A& & 0 @)

Upgrade

2 My Workspace New |Import o Environment

You don't have an

B Open Workspace Overview

Step 5: Choose Environment.


https://www.postman.com/

Step 6:

Create New

Building Blocks

O

Advanced

Name your new environment, in this case InstantConnect and define the two
following variables with the corresponding values, then click Save:

Variable: mtg-broker-url;

Initial Value: https://mtg-broker.gov.ciscospark.com

Variable: bot-token;
Initial Value: paste your bot token here

[ ] < Home Workspaces v APl Network Explore

A My Workspace New  Import InstantConnect

= InstantConnect

Globals

InstantConnect Variable
mitg-broker-url

bot-token

Type
default

default

Initial value
https://mtg-broker-a.wb.

MjU2NGFiN2MtNmEYYi

& Invite. & () @ Upgrade

o Environment

Current value
https://mtg-broker.gov.ciscospark.com

YZYWNGUOY2EtNjkwMS00ZThKLWE...



Step 7: Choose the InstantConnect environment from the environment dropdown in the
top-right of the Postman window.

o Workspaces v API Network Explore

£ Invite Upgrade
A My Workspace New  Import InstantConnect

InstantConnect
InstantConnect

: No Environment
Globals

InstantConnect
Environments
InstantConnect

Variable Type Initial value Current value

mtg-broker-url default https://mtg-broker-a.wb... —https://mtg-broker.gov.ciscospark.com

bot-token

default MjU2NGFINZMtNMEYYi

YZYWNGUOY2EtNjkwMS00ZThKLWE...

Use variables to reuse values and protect sensitive data

Step 8: Click “New” again.

L] < Home Workspaces ~ APl Network Explore

) C Upgrade
A My Workspace New  Import InstantConnect

InstantConnect
Globals

Environments

InstantConnect Variable Type Initial value Current value
mtg-broker-url default https://mtg-broker-a.wb... ~https://mtg-broker.gov.ciscospark.com
bot-token default MjU2NGFIN2MINMEYYi..  YZYWNGUOY2EtNjkwMSO0ZThKLWE...

Use variables to reuse values and protect sensitive data

Step 9: Choose HTTP Request.



Create New

Building Blocks

Advanced

Step 10: Configure the request as follows:
e Choose POST as the request type.
e Enter {{mtg-broker-url}}/api/v2/joseencrypt as the URL.

o Select Auth, choose Bearer Token as the Type, and enter {{bot-
token}} as the value for the token.

= Home Workspaces v  APINetwork v  Explore (@ tman 2 g 0 @ Upgrade

A My Workspace New  Import N 0T {{mtg-broker-uri}}/api ® L om InstantConnect

= Hmtg-broker-url}}/apifv2/joseencrypt By save v

Globals
fapifv2/joseencrypt

InstantConnect

Environments
Type (@ Heads up! These parameters hold sensitive data. To keep this data secure while
working in a collaborative environment, we recommend using variables. Leam
Bearer Token
more about variables 7

Find and Replace



Step 11: Select Body, select the type as raw JSON and enter the following JSON string
(you can change the sub (subject) string to whatever you'd like as long as it is
unique for each meeting):

{

"wt": {

"sub": "Test Meeting."

}J
"aud": "a4d886b0-979f-4e2c-a958-3e8c14605e51"

"provideShortUrls": true

[ ) < Home Workspaces ¥ APl Network Explore 2 & Invite bl @ Upgrade

A My Workspace New  Import stantConnec POST {{mtg-broker-url}/api I InstantConnect

WP {{mtg-broker-urf}}/api/v2/joseencrypt B save

Globals
POST fapi/v2/joseencrypt

InstantConnect
Body Pre-req. Tests Settings

Response

Step 12: Select Send. You'll see the response in the Body tab of the Postman console.
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Body.

Pretty

Your response will look something like:

"host": [
{
"cipher": "eyJwMnMiOiJiLVZB...-xtzA",

"short": "uEMF98;j",

"cipher": "eyJwMnMiOiJuNmxv...FagA"

"short": "HHJu07S"

1,

"baseUrl": "https://instz . isit"




Activity Verification

You'll notice you've got two short values, one for the host and one for a single guest.
Those are the values that you'll append to the baseUrl to create the meeting links.

For the host URL after appending the value of short, you'll get something like:

https://instant-usgov.webex.com/visit/uEMF987j

For the guest URL after appending the cipher, you'll get something like:

https://instant-usgov.webex.com/visit/HHJu@7S

You have completed this task when you attain these results:

m Get a response from the Instant Connect APl in Postman
m Locate the value of “short” within “host” and “guest” within the API response
m Locate the value of “baseUrl” within the API response

Task 3: Create a Python Script
In this section of the lab, we will extract a Python code snippet from Postman to use in our project.
Activity Procedure
Complete these steps:
Step 13: In the Postman window, look to the right sidebar and locate the “</> code’ icon,

which is the symbol for Postman's code snippet feature. Click this icon to reveal a
pop-out panel.


https://instant-usgov.webex.com/visit/uEMF98j
https://instant-usgov.webex.com/visit/HHJu07

L] 4 Home Workspaces v API Network Explore

New Import [CONFLIC POST create meeting

2 My Workspace
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InstantConnect
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Upgrade
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3dNT1IDamx0UMSQMLVETKNOTGFAZIBICGhA0FRPbHCAZ1Na

Within the pop-out panel, you will see a dropdown menu offering a variety of

programming languages and tools. Select 'Python - Requests' from this menu.
The panel will then display a code snippet that translates your API request into
Python code. This code uses the Requests library to make HTTP calls, which is a
popular choice due to its simplicity and the readability of the code.

L] < Home Workspaces v APl Network Explore

A My Workspace New Import [CONFLICT] stantCor POST create meeting

= J create m...

Globals
https://mtg-broker.gov.cis

InstantConnect

Upgrade

: @

InstantConnect

2 Invite

Code snippet

Send ~ Python - Requests|

NSUI

OCami - Cohttp

PHP - cURL

PHP - Guzzle

PHP - HTTP_Request2

PHP - pecl_http

PowerShell -
RestMethod

Python - http.client
Python - Requests
R - httr

R - RCurl

Ruby - Net:HTTP

Rust - reqwest
shell - Httpie
Shell - wget

Swift - URLSession




Step 15: Click the "Copy Snippet" button to copy the generated Python code to your
clipboard. This snippet is a ready-to-execute piece of code that will replicate the

API request you've just set up in Postman.
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Step 16: Next, you will move to Visual Studio Code (VS Code), an efficient and versatile
code editor. Once VS Code is open, create a new file by clicking on the 'New
File' icon or using the shortcut Ctrl+N (Cmd+N on Mac). Save this file with the
name "InstantConnect.py’ by clicking on 'File' > 'Save' or using the shortcut
Ctrl+S (Cmd+S on Mac). This naming convention is important as it indicates the

file is a Python script.



Show All Commands

Open Recent

New Untitled Text File
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Step 17:

s: | InstantConnect.py

(2) Downloads

7 Skyline

< iCloud Drive

[ Documents

(= Desktop

Format: | All Files

New Folder

After saving the new file, you're ready to paste the code snippet you copied from
Postman. Click anywhere in the body of “InstantConnect.py’ and paste the
snippet. This pasted Python code is what you'll use to interact programmatically
with the Webex Instant Connect API. Ensure that the indentation and formatting
are preserved when pasting, as Python is sensitive to such syntax.

Search B

> stryker > Desktop > labs > lab 1 - instant connect > code > InstantConnect.py > ...
import requests
import json

url = "https://mtg-broker.gov.ciscospark.com/api/v2/joseencrypt”

payload = json.dumps({
"jwts {
"sub": "Test meeting."

": "a4d886b0-979f-4e2c-a958-3e8c14605e51",
"provideShortUrls": True
1))
headers = {
'Content-Type': 'application/json',
‘ ‘Authorization': 'Bearer YzYwNGUOY2EtNjkwMS@@ZThkLWEyOTEtYmJjMzkyN2QxZDRiZGESODhiNWYtNTA3_FC82_3[7al930e-la4d-4
]

response = requests.request("POST", url, headers=headers, data=payload)

print(response.text)

| X \ Ln21,Col1 Spaces:2 UTF-8 LF {4 Python 3.11.364-bit & D,-



Step 18: To execute the script, you'll use the built-in functionality of VS Code. Look
towards the top-right corner of the application window where you will find a green
play button. This button is typically located in the editor's toolbar and represents
the 'Run Python File in Terminal' command. Clicking this play button will run your
Python script right within VS Code. The integrated terminal within VS Code will
display any output or errors from your script, allowing you to interact with or
debug the code as needed. Keep an eye on this output, as it will give you
immediate feedback on the success of your API call to Webex Instant Connect.

> stryker > Desktop > labs > lab 1 - instant connect > code > # InstantConnect.py > ...
import requests
import json

url = "https://mtg-broker.gov.ciscospark.com/api/v2/joseencrypt"

payload = json.dumps({
"Swt"s {
| | "sub": "Test meeting."

": "a4d886b0-979f-4e2c-a958-3e8c14605e51",
"provideShorturls™: True
3]
headers = {
| ‘ 'Content-Type': 'application/json’',

PROBLEMS ~ OUTPUT  DEBUG CONSOLE Blpython 4~ [0 @ -

{"host" : [{"cipher" : ey JwMnMi0iJwwl FQdDhEZ 1NVMGL Uk SNampUOFBVSXE ZWWdoOTR2Qm1VY3NZWDI0Z 2 0wWVR J0G155U9Dd1 FWQnZRWW1kZKVUY3N@bnNVaHdtUHhs
bzctdVYOTMNEV1BHNLFWNFRQZmA 1 LCIWMMMi0 ) cOMjAS IMF1ZCI6IMEQZDEANMIWL TK3OWY tNGUY Yy 1hOTUALTNLOGMXNDYWNWUIMS IS Iml zcy I61 jM3YTESMZBLLTFhNGQE
NDEWMS@A4NGUSLTEzNzI3NjQ50TEYZi TsImNOeST6TKpXVCT s ImVuYyT6TKEYNTZHQB01LCIhbGei0i JQQKVTMI 1TUZUXMi tBMjU251ci FQ . kSulyvlogvDZGYGFncOg-CyvC
2ZrFCGTim-nLODRaaiUdB4EbOyatHg . dcnghUpal3z1zgh8 . ThekSKLVmte69XjyzVISgPNGYFd97SG1RmrA_LdHmiN_LOgNgd2F600_zYjtVEWABWTBnrngdpi2PyvRE4pTOG
faDglpevtcWIF tWH8hwU4n fN-Xj10q-G8oQbPsOrZ4-NCMrUArBiaPYncy@KiOfpZSvmnZsAepl zDg-3piCIMDMeQ fwkulWK4shbf_drNaex_ehwHa®62 fQOQORBnEu2xL91t
Ka9CMII5g6prckP17Qr6NQLSiEtySdYh-YISzhHEWwz2RRfabSe-z2 cgNWLLSCAG6ISUa3vwzag6d3RfOMA-aswzhqqs9YvospOYTCKISNNINMaKCE cORIMZqVUWi fsGGovuK
1W4cj6ih7H7q_e@DZuyoMxk8gEMUOL_RHeSQLbMUSWYXAEBPK1 adr-oQKmLhREQJQRaMhTIVI6qSqco-CHmoEY IN2dbRdgV4q3obg3asswp_vhpIZeD_HmvNemSdUHCn-436
jdC1GkmpL2WoQ6JqPeH4ff-hURWS3CmgeKLx17wBGpuCofL . J_-1ghH51Q29P2ptBkC3vQ" , "short " : "fMXXo5W" } ], "guest” : [{"cipher" : "eyJwMnMi0iJqS jBWSING
TFR5UXpmMUZUMVY2bXpLTORj CUpRWWVNI iwi cDJ3T joxMDI zOSwiYXVKT joiYTRKODg2Y jAtOTC5Z100ZTIFLWESNTE tM2ULYZEONA1ZTUXT iwiaXNzT joiMzdhMTkzMGUt
MNEBZCOOMTAXLTOZTI tMTM3M;j c2ZNDKSMT ImIiwiY3RSIjoiS1dUT iwiZWsjLjoiQTIINKdDTSIsImFsZyI6T1BCRVMyLUTNTEYKOEYNTZLVyJ9 . M6gORMHZ_Li5LX_p@5P
KMPHgKt41T51vPTsCFkWo2eJ-3FBXUNTOTg . gArnIMZ1-ZptSLhé4 . 2fL2Gj7yaQCxqduL 65xXWnGacQqez1alRY2XByU200QS_Bu5QRa56apgR2bv-cpLAGYqXQeugefxMIX
MR6OvinsxfpR3sUeSafjdGPlgeuq7Xacc6VRrHXUNMYVoxSmhD-9YUZIFX4J74MyRSNKN jmp5JeTZt T-j63D0E9qTPRXGN4eL FERGrX_plQdEEgOgexK_dmb26MIiKL-_vfR
vBLSaavLiaKbyhBUw2 FMEALZGL 31x7vdvme 3qCVAVnd8IVMKFZsc7DZ-cksqtX6DQIHbAShi -udIOBF5TKGE Ty EVNRG6U1WK 7B5 cKi ikAyid7DWvkOhhRe frngM7 hiwaN-IZ5R1
kfCi3GmKb57bmOya fM__1hxd7LAPhyHuRzvij56mie jWQjzJt2d6edEVj IhWsNU9ikEmzTah2KjRRQSFFIR1 Imchy skFg7qfEWTGmIGs xuugZaoXRuWe 1HTMHH9d7vDaECKE
5V1x1DVoiP941HAgPO9 IX-PB3WF JH1v57D4 j6ieNspZps06f_c7Z5_Xg.QSNeENbubgEe6aNX1pPIzw" , "short": "7wd1dS1"} ], "baseUrl": "https://instant-usgo
v.webex.com/visit/"}
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Activity Verification
You have completed this task when you attain these results:
m You run the Python script without an error or failure (no exception raised in the

output)
m You see JSON data resembling the screenshot above outputted to the console

Task 4: Find Data in Instant Connect APl Response

The final task in this lab involves refining the output of your Python script to display the
guest URL in a more user-friendly format. After running your script, the original line
“print(response.text)” outputs the entire response from the Webex Instant Connect API,



which can be overwhelming with information that might not be immediately relevant. We
will find data within that object and formulate a more readable and useful output.

Activity Procedure

Complete these steps:

Step 19:

To enhance the readability of the script's output, replace the existing print
statement (which should be on line 20) with a new print statement designed to
extract and display only the guest URL. Locate the line print(response.text)
at the end of your InstantConnect.py script. This line is responsible for printing
the raw text of the response object to the console.

Replace this line with print("THE GUEST URL IS: ",
response.json()["baseUrl"] +
response.json()["guest"][@]["short"]). This new line of code does a
couple of things differently. First, it calls response. json(), which converts the
JSON response from the API into a Python dictionary. This allows you to access
specific parts of the response using key-value pairs. Next, it concatenates the
baseUrl with the short URL for the guest, both of which are elements within the
JSON response. The index [@] is used to access the dictionary within the Guest
array.

The print() statement is also formatted to include a descriptive string, making it
clear to the user what is being outputted. When the script is run with this new
line, the terminal will display THE GUEST URL IS: followed by the actual URL,
providing a concise and clear output. This change not only makes the result more
digestible but also gears the functionality of the script towards practical use, as
users can immediately use the URL without needing to parse through extraneous




Step 19:

url = "https://mtg-broker.gov.ciscospark.com/api/v2/joseencrypt"

payload = json.dumps({
e

"t "Test meeting."

": "a4d886b0-979f-4e2c-a958-3e8c14605e51",
"provideShortUrls": True
2]
headers = {
'Content-Type': 'application/jsen',
‘ 'Authorization': 'Bearer YzYwNGUOY2EtNjkwMSOOZThkLWEYOTEtYmJjMzkyN2QxZDRiZGESODhiNWYtNTA3_FC82_3FFal930e-la4d-4101-8.
}

response = requests.request("POST", url, headers=headers, data=payload)

print("THE GUEST URL IS: *, response.json()[
"baseUrl”] + response.json()["guest"][@]["short"])

PROBLEMS OUTPUT DEBUG CONSOLE

THE GUEST URL IS: https://instant-usgov.webex.com/visit/NQYvPtB
O~ #
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Copy the URL from the terminal and paste it into the search bar of your preferred
web browser. You should see a loading screen indicating the meeting is being
prepared, then you should find yourself in the waiting room until the host starts
the meeting. You can generate the host URL from the same response we
received from our API request. This URL is used to begin the meeting for all
participants.
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Activity Verification

You have completed this task when you attain these results:

m You can access the meeting as a guest with the generated guest URL
m You are able to start the meeting as the host with the generated host URL



Instant Connect URL REST API Reference

This section contains the full reference for all the Instant Connect URL REST API
including example requests and responses.

Request Endpoint

The REST API endpoint is:

e POST https://mtg-broker-a.wbx2.com/api/v2/joseencrypt
Request Headers

Use the following headers in your request:
¢ Content-Type: application/json

e Authorization: Bearer <Personal or Bot access token goes here>
Body Parameters

Use the following body parameters to customize your REST request:

Parameter Description

aud (required) String
Value: a4d886b0-979f-4e2c-a958-3e8c14605e51
Indicates the audience for which the JWT is intended.

jwt (required) Object
sub (required) String
(under jwt) A unique value in your organization which will be used to place hosts

and guests into the same collaboration space.

nbf (under jwt) Integer

The nbf (not before) claim identifies the time given as the number of
seconds from the Unix Epoch (1970-01-01T00:00:00Z UTC) before
which the JWT will not be accepted for processing.




Parameter

Description

exp (under jwt)

Integer

The exp (expiration time) claim identifies the expiration time given as
the number of seconds from the Unix Epoch (1970-01-
01T00:00:00Z UTC) on or after which the JWT will not be accepted
for processing. If not specified, set for 15 minutes later than the time
when the request was made.

flow (under jwt)

Object

id (under flow)

String

Takes only one value currently - sip-no-knock. If id is defined along
with data mentioned below, the SIP addresses mentioned in the data
object will be called to join the Instant Connect Meeting.

data (under flow)

Object
List of Cisco Device SIP addresses that should be added to this meeting
automatically.

numHost

Integer [0 ... 25]

Default: 1

Number of encrypted strings to be used by hosts.

NOTE: The maximum number of links, combining both host and guest,
that can be requested at one time is 25.

numGuest

Integer [0 ... 25]

Default: 1

Number of encrypted strings to be used by guests.

NOTE: The maximum number of links, combining both host and guest,
that can be requested at one time is 25.

provideShortUrls

Boolean

Default: false

If set to true, the response will have shortened data portions of the
meeting URL. It will also contain a shortened base URL

verticalType

String

Default: hc

Relevant only if provideShortUrls is true. Currently takes two
values, gen (for general flow) and hc (for healthcare flow).




Parameter

Description

loginUrlForHost

Boolean

Default: true

Relevant only if provideShortUrls is true. If set to false, the short
URL for hosts will be non-login links which means the host won't have

an option to login for the meeting.

jweAlg

String

Default: PBES2-HS512+A256KW

Enum: PBES2-HS256+A128KW PBES2-HS384+A192KW PBES2-
HS512+A256KW

Algorithm to encrypt the Content Encryption Key, which produces the
JWE Encrypted Key.

saltLength

Integer [8 ... 128]
Default: Random value between 8 and 128 inclusive.
Length of the salt to be used in conjunction with jweAlg.

iterations

Integer [1000 ... 32767]
Default: A random value between 1000 and 32767 inclusive.
Number of iterations to be used in conjunction with the jweAlg.

enc

String

Default: A256GCM

Options: A128CBC-HS256 A192CBC-HS384 A256CBC-HS512
A128GCM A192GCM A256GCM

Algorithm used to encrypt the JWT.

jwsAlg

String

Default: HS512

Options: HS256 HS384 HS512
Algorithm used to sign the JWT.

Response

A successful request returns:

o Aresponse message of type 200 OK

o Aresponse payload of typeapplication/json

Request and Response Payload Examples




The following examples show various request payloads as a formatting reference as well
as their resultant responses.

The cipher values are truncated to save space.

Minimum Request Body Payload

{

"Wt {
"sub": "Subject goes here."

}F
"aud": "a4d886b0-979f-4e2c-a958-3e8c14605e51"

Response from the Minimal Request Body

Complete Sample JSON Request Payload Without Device Support



To create multiple host and guest URLs in the same response, increase the value
of numHost and numGuest up to a maximum of 25.

"jwt": {
"sub": "Subject goes here.",
"Nbf": 1671480433000,
"Exp": 1671480433000
b
"aud": "a4d886b0-979f-4e2c-a958-3e8c14605e51",
"numGuest": 1,

"numHost": 1,

"provideShortUrls": false,

non

"verticalType": "gen",
"loginUrlForHost": false,

"jweAlg": "PBES2-HS512+A256KW",
"saltLength": 8,

"iterations": 1000,

"enc": "A256GCM",

"jwsAlg": "HS512"

Complete Sample JSON Response Payload Without Device Support
In this case the response will appear similar to the minimal request payload response
above. The cipher provided, however will reflect the additional configuration options. In
addition, increasing the values for numHost and numGuest will return multiple cipher
instances that you can use to create multiple Instant Connect URLSs.

Complete Sample JSON Request Payload Including Device Support

To enable device support, add the flow element to the jwt element in your regular request body.

You can have multiple SIP addresses as well.



{
"jwt": {
"sub": "Subject goes here.",
"Nbf": 1671480433000,
"Exp": 1671480433000,
"flow": {
"id": "sip-no-knock",

"data": [

uri": "examplel@intadmin.room.wbx2.com"

uri": "example2 @intadmin.room.wbx2.com"

"aud": "a4d886b0-979f-4e2c-a958-3e8c14605e51",
"numGuest": 1,

"numHost": 1,

"provideShortUrls": true,

"verticalType": "gen",

"loginUrlForHost": false,

"jweAlg": "PBES2-HS512+A256KW",

"saltLength": 8,

"iterations": 1000,

"enc": "A256GCM",

"jwsAlg": "HS512"

Complete Sample JSON Response Payload Including Device Support




As with the other complete payload, the response will appear similar to the minimal request
payload response above. The cipher provided, however will reflect the additional configuration
options and the SIP addresses are added once the host joins the meeting.
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